**Sistematización del Tema de Investigación**

**Línea de Investigación**

Inteligencia Artificial aplicada a la Ciberseguridad.

**Tema General**

Seguridad en Servidores

**Temas Particulares**

Logs de autenticación de Seguridad en Servidores

Tráfico de red para Seguridad en servidores

Comportamiento de usuarios para Seguridad de servidores

**Temas Específicos**

Mala detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores.

Identificación de comportamientos de acceso anómalo en los logs de autenticación de seguridad en servidores.

Clasificación de actores de amenaza a partir de los logs de autenticación de seguridad en servidores.

**Problema de Estudio**

Mala detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025

**Título Preliminar de la Tesis**

Detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025

**Variable Dependiente:** detección de patrones de ataques de fuerza bruta

**Objeto de Estudio:** logs de autenticación

**Alcance Espacial:** seguridad en servidores

**Alcance Temporal:** 2025
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**Título Tentativo de la Tesis**

Framework basado en inteligencia artificial para mejorar la detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025

**Variable Independiente:** Framework basado en inteligencia artificial

**Variable Dependiente:** Detección de patrones de ataques de fuerza bruta

**Objeto de Estudio:** Logs de autenticación

**Alcance Espacial:** Seguridad en servidores

**Alcance Temporal:** 2025

**ANEXO 1: MATRIZ DE CONSISTENCIA**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **Título:** Framework basado en inteligencia artificial para mejorar la detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025 | | | | | | |
| **LINEA DE**  **INVESTIGACIÓN** | **PROBLEMA DE ESTUDIO** | **PROBLEMAS** | **OBJETIVOS** | **HIPÓTESIS** | **VARIABLES Y DIMENSIONES** | **DISEÑO**  **METODOLÓGICO** |
| Inteligencia Artificial aplicada a la Ciberseguridad. | Mala detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025 | **Problema general:**  ¿De qué manera un framework basado en inteligencia artificial mejora la detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025? | **Objetivo general:**  Determinar la mejora que produce un framework basado en inteligencia artificial en la detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores, 2025. | **Hipótesis general:**  El framework basado en inteligencia artificial mejora significativamente la detección de patrones de ataques de fuerza bruta en los logs de autenticación de seguridad en servidores. | **Variable independiente:** Framework basado en inteligencia artificial (Cuantitativo)  **Dimensiones**  - Arquitectura del Modelo - Procesamiento y Representación de Datos de Logs  -Eficiencia y Características Operacionales del Framework | **Enfoque:** Cuantitativo  **Tipo de**  **Investigación:**  Aplicada  **Nivel de**  **Investigación:**  Correlacional  **Diseño:**  Experimental, Transversal |
| **OBJETO DE ESTUDIO** |
| Logs de autenticación | **Problemas específicos:** | **Objetivos específicos:** | **Hipótesis específicas:** | **Variable dependiente:** |  |
| PE1: ¿De qué manera la arquitectura del modelo del framework basado en inteligencia artificial se relaciona con la detección de patrones de ataques de fuerza bruta en los logs de autenticación?  PE2: ¿Cuál es la relación entre el procesamiento y representación de datos de logs del framework y la detección de patrones de ataques de fuerza bruta en los logs de autenticación?  PE3: ¿Cómo influye la eficiencia y las características operacionales del modelo en la detección de patrones de ataques de fuerza bruta en los logs de autenticación? | OE1: Evaluar la relación entre la arquitectura del modelo del framework y la mejora en la detección de patrones de ataques de fuerza bruta.  OE2: Analizar la relación que existe entre el procesamiento y representación de datos de logs del framework y la mejora en la detección de patrones de ataques de fuerza bruta.  OE3: Medir la influencia de la eficiencia y las características operacionales del framework en la mejora de la detección de patrones de ataques de fuerza bruta. | HE1: La arquitectura del modelo del framework se relaciona directa y positivamente con la mejora en la detección de patrones de ataques de fuerza bruta.  HE2: El procesamiento y la representación de datos de logs del framework se relacionan directa y positivamente con la mejora en la detección de patrones de ataques de fuerza bruta.  HE3: La eficiencia y las características operacionales del framework se relacionan directa y positivamente con la mejora en la detección de patrones de ataques de fuerza bruta. | Detección de patrones de ataques de fuerza bruta (Cuantitativo)  **Dimensiones**  - Puntuación de Similitud (Similarity Score) - Distancia Hamming (Hamming Distance) -Resistencia a la Truncación () - Tiempo de Retención de Datos (en meses o años) |